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NATIONAL ACADEMY OF CUSTOMS, INDIRECT TAXES & NARCOTICS
Government of India, Ministry of Finance, Department of Revenue
NACIN Complex, Sector-29, Faridabad-121008
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HIF / Telephone : 0129-2504652-54
HET [ Fax : 0129-2504632

BY EMAIL

F. No. NACIN/TRNG/ICOT/OTH/8/2021 Date:06/07/2021
To,

The Principal Chief Commissioners/Chief Commissioners of Customs (All),

The Principal Chief Commissioners/Chief Commissioners of GST (All),

The Principal Chief Commissioners/Chief Commissioners of Customs (Prev.) (All),

The Principal ADG/ADG, NACIN, Zonal campuses (ALL),

The Principal Director General (DRI/DGGI).
Madam/Sir,

Subject: Calling of nomination for Virtual program on Cross-Border Cyber Investigation Training
conducted by the U. S. Department of Homeland Security (DHS/ HSI ) & the EXBS program, in
collaboration with NACIN, Faridabad on 23 1, 25 u & 26 wAugust, 20 21 - reg.

The National Academy of Customs, Indirect Taxes & Narcotics, Faridabad (NACIN)
will be conducting “Cross-Border Cyber Investigation Training” on 23r, 25u & 26w
August, 2021, in collaboration with the U.S. Department of Homeland Security (DHS/HSI)
and the Export Control & Related Border Security Program (EXBS). The course is designed
for law enforcement officials to better combat and investigate cross border cyber-crimes.

2. The course will focus on cyber facilitation of smuggling related matters for border
and law enforcement entities involved in combating cross border crime. Transnational
criminal organizations utilize electronic media such as computers, computer networks,
email, the internet, and other forms of electronic media in conducting their criminal
activity. Illegal activity will therefore cross domestic and international borders and will
require digital forensic analysis as part of investigative activity.

3. The course also includes information on how investigators should document
evidence. This course will be sponsored by the U.S. DOS’s EXBS Program. The officers of
Indian law enforcement agencies, including but not limited to- Customs, DRI, NACIN, GST,
Vigilance, Audit, Intelligence, Customs House, Cargo units, etc. can participate in this
training. The duration of this online version of the course is three days with three hours Qf
class per day from 02:30 PM to 05:30 PM (IST). Agenda and concept note of the said
webinar are attached herewith for reference.

4. Since, the course will focus on Investigations related to cyber facilitation of

smuggling related matters, it is requested to nominate suitable officers involved in



investigation role and preferably with technical knowledge of computer. Therefore, the
officers of the rank of Assistant/Deputy Commissioner/Assistant/Deputy Director,
Superintendent/Senior Intelligence Officer & Inspector/Examiner/Intelligence Officer from
your zone may be nominated for the said workshop.

4, It is requested that the details of the nominated officers may be got submitted as per
Annexure- ‘A’ of this letter through email to supict-nacin@gov.in, latest by 15.07.2021.
5. The training will be conducted online on web platform such as Microsoft Teams and

the participants will be required to have reliable Wi-Fi access. The confirmation of
participation along with the training link will be sent to the email ids of nominated officers.

6. This issues with the approval of competent authority.

ours faithfidly,
Encl: As above.

0‘°\
(Ashima Batra)
Joint Director
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